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FlashStart’s solutions for ISPs & WISPs

Info

FlashStart 
Lite ISP

FlashStart 
PRO Plus

Security
and versatility

Security, productivity and access to opportunities go hand in hand with broadband 
Internet and thanks to the FlashStart protection the online approach is safe, 
trustworthy and protected. ISPs and WISPs can use two different FlashStart solutions 
to filter and protect their clients.

Designed for households and SOHO, it offers the content and malware filter at a highly 
competitive price. 

It is suitable for Clients who request all the FlashStart features, hence management of the 
navigation policies (granular filtering), the possibility to view, manage and intervene 
on all the Clients through a unified multi-tenant user interface, end-point protection 
for remote connections and native synchronization with the MS Active Directory. 

Both these solutions fully answer the needs of Internet Server Providers (ISPs). 
They can indeed improve the health and quality of Internet traffic thanks to an 
advanced DNS filtering system, continuously updated through AI, and that includes also 
government blacklists. They grant protection of public IPs, keeping them out of global 
blacklists and finally they can secure the final user from malware infections, thus reducing 
the time needed for clients’ technical support. 



Content and malware filter

Geoblocking & Safe Search engine

Traffic reports and analysis 

On-premise local DNS cache

End-user dedicated filtering profile

Client Shield

FlashStart Pro PlusMain features FlashStart Lite ISP



flashstart.com
isp@flashstart.comFunctions / Technical features

Geoblocking
Block of navigation towards countries 
at risk of hacker attacks and cyber threats.
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Maximum global experience
Appreciated for more than 10 years by Internet 
Service Provider in150 countries.

Malware Protection
Navigation security from malware, 
ransomware, botnet, phishing...

DNS Intelligence on contents
Parental control and personalized web filtering 
for households, schools, organizations 
and companies.

Blacklists based on A-I
Over 90 categories continuously  
updated through Artificial Intelligence.

Local Cache DNS 
Optional DNS Proxy that can be added to the 
ISP net to further reduce the resolution latency.

Detailed analytics
Analytic reports in real time, by visited category 
and macro category, and scheduled via email.

Maximum compatibility
Possibility to connect it to every Router,  
WiFi HotSpot, Firewall and  Gateway. Support for 
static IP, dynamic IP (IPv4, IPv6) and DNS protocol.

Research engine filtering
Block of explicit contents (violence, 
porn...) that can be activated for searches 
on Google, Bing, YouTube and DuckDuckGo.

IP protection from blacklists
Upkeep of public IPs out of global blacklists.


